特定非営利活動法人　　　　　　　　　　　　　　　　　　　　**様式A06の記載例**

日本セキュリティ監査協会　御中

2024年12月16日

**監査実施経験報告書（情報セキュリティ監査）**

**申請資格　：**□主任監査人 □監査人（監査人補、監査アソシエイトは不要）

**申請者氏名：**

**監査実施経験内容**

監査内容は、対象、独立性、基準、その他監査の特徴について詳細を記述し、確認事項に

チェックを付して下さい。

**※実施した監査1件につき「監査内容」欄1件をご入力下さい。**

**※最低4件の「監査内容」の報告が必要ですので、様式を複数枚ご使用下さい。**

**※監査期間が申請日付から過去3年間（チームリーダー経験は過去2年間）に実施された監査が対象となります。**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **１** | | **監査種類** | | ■助言型　□保証型 | | | **役　割** | ■チームリーダ　□メンバー |
| **監査内容** | | **監査期間（西暦）・日数** | | | | 2023年10月　～ 2023年12月　従事日数（　30日間） | | |
| **対象** | （監査対象となる情報セキュリティマネジメントを記載）  J社の個人情報に対する情報セキュリティマネジメントを対象としている | | | | | |
| 情報セキュリティマネジメントを対象としている　（　□はい　・　□いいえ　） | | | | | |
| **独立性** | （独立性を保っている理由等を記載）  監査の対象となる組織から独立した立場にある | | | | | |
| 実施する者が独立性を保っている　　（　□はい　・　□いいえ　） | | | | | |
| **基準** | （判断の尺度として用いた情報セキュリティ管理基準等を記載）  「情報セキュリティ管理基準」と「情報システム安全対策基準」との併用 | | | | | |
| 情報セキュリティ管理基準等の客観的な基準に基づいている　　（　□はい　・　□いいえ　） | | | | | |
| **その他、監査の特徴** | | | | | | |
| **合計** | | | | | 過去３年間　監査実施経験　4回　延べ日数200日間 | | | |
|  | **うちチームリーダ経験** | | | | 過去２年間　監査実施経験　3回　延べ日数170日間 | | | |

**※「合計」欄は、記載された「監査内容」欄の件数と従事日数の合計をそれぞれご記入下さい。**

**※上記「基準」欄の記載例**

|  |
| --- |
| 情報セキュリティ管理基準 |
| 「情報セキュリティ管理基準」に基づく個別管理基準 |
| 「情報セキュリティ管理基準」と「他の管理基準等」との併用  「他の管理基準等」の例  経済産業省：「システム監査基準」、「情報システム安全対策基準」、「コンピュータウィルス対策基準」、　「コンピュータ不正アクセス対策基準」等  総務省：「地方公共団体情報セキュリティ監査ガイドライン」 |
| ISO/IEC27001/27002 |